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1. Introduction

The Internet Corporation for Assigned Names and Numbers (“ICANN”) is seeking a provider to conduct a technical study examining the impact of the New gTLD Program (the Program) on the DNS root system.  Consistent with its mission supporting the security and stability of the Internet’s system of unique identifiers, of which the DNS is one, ICANN will undertake an examination of the Program’s impact on the DNS root system.

The selected provider(s) will design and execute one or more studies incorporating the collection and analysis of data from root server operators, historical performance data, data gathered from previous studies, and other tools and measures.  ICANN is seeking one or more qualified providers to manage this complex exercise in a timely and efficient manner.    



2. Contents of the RFP

This Request for Proposal (RFP) packet contains the following documents:
i. The RFP Project Overview (this document)(Word Doc)
ii. Business Requirements & Qualitative Questionnaire (Excel)
iii. Pricing Worksheet (Excel)
iv. RFP Q&A Form for Participant questions (Excel)
v. Non-Disclosure Agreement (NDA) (PDF)
vi. ICANN'S CONTRACTOR CONFLICTS OF INTEREST DISCLOSURE (Word Doc)
vii. Contractor Consulting Agreement (Word Doc)
viii. Customer References form (Excel)
ix. Sub-contractor Customer References form(Excel)


3. General Instructions

1. All correspondence related to this RFP should be addressed to RootStabilityStudy-RFP@icann.org .
2. If you have any questions about the RFP, you must submit them via email in the “Participant Q&A Form” excel template before the deadline for questions, per the timeline below.
3. Ensure that you submit your proposal for this RFP before the deadline indicated. Do not provide your response via postal mail or other means, unless explicitly requested. Submissions should be provided using supplied templates, supplemented by additional information, as necessary.
4. During this RFP process, please ensure that all direct communications with ICANN happen solely thru the Procurement department of ICANN (Vivek SenGupta, Director of Procurement and/or Kim Young , Sr. Procurement Specialist). Exceptions to this may only be for communications related to normal operations on active engagements with ICANN separate from this RFP process. Failure to abide by this process may be grounds for elimination from the RFP.
5. Note that ICANN email addresses should not be added to email subscription lists of your firm during this RFP evaluation process without explicit prior approval of the recipient. Such email subscriptions, if added without explicit prior approval, will reflect negatively upon your firm during the evaluation process.




4. Purpose

A review of the Program for security and stability impact is a previous commitment based on advice from ICANN’s Governmental Advisory Committee  and other discussions. Specifically, ICANN committed to review the effects of the New gTLD Program on the operations of the DNS root system, and to postpone delegations in a future round until it is determined that the delegations in the 2012 round have not jeopardized the root system's security or stability.

The goals of this study must include, at a minimum:

· Executing a thorough review of the impact of the Program on the security and stability of the DNS.
· Identifying what steps, if any, should be undertaken as a prerequisite to adding more TLDs to the root zone.
· Identifying what steps, if any, should be undertaken by the community going forward to assess the state of the root zone on an ongoing basis.

  The Root Server System Advisory Committee (RSSAC) has identified an initial set of parameters in RSSAC-002 that would be useful as a component used to monitor and establish a baseline trend of the root server system (“a list of parameters that define the desired service trends for the root zone system”) however it is likely the measures in RSSAC-002 are not sufficient and additional measures will be needed.

The study must be able to identify, capture, and synthesize inputs from a variety of sources relevant to the root system. Examples of potential data sources are described in section 5 below.





5. [bookmark: _GoBack]Overview of ICANN

ICANN is a California non-profit public benefit corporation dedicated to preserving the operational security and stability of the Internet; to promoting competition; to achieving broad representation of global Internet communities; and to developing policy appropriate to its mission through bottom-up, consensus-based processes.  More specifically, ICANN:

1) Coordinates the allocation and assignment of the three sets of unique identifiers for the Internet, which are
a. Domain names (forming a system referred to as DNS);
b. Internet Protocol (“IP”) addresses;
c. Autonomous System (“AS”) numbers; and
d. Protocol port and parameter numbers.
2) Coordinates the operation and evolution of the DNS root name server system.
3) Coordinates policy development reasonably and appropriately related to these technical functions.

See www.icann.org for more information.

6. Background 

Generic top level domains (gTLDs) are domain name extensions like the familiar .COM, .NET or .ORG. The New gTLD Program was developed via ICANN’s multi-stakeholder process to increase competition and choice in the domain name space. The program allows new entrants into the gTLD space.[footnoteRef:1]  More than 1,900 applications for new gTLDs were submitted after the process opened in 2012. To date, more than 600 new gTLDs have been delegated (i.e., added to the DNS root zone). [1:  For examples of gTLD applications, see: https://gtldresult.icann.org/application-result/applicationstatus. A significant number of new gTLDs have been delegated as part of the program: http://newgtlds.icann.org/en/program-status/delegated-strings] 


In 2009, the ICANN Board asked the RSSAC and the Security and Stability Advisory Committee (SSAC) to study the technical and operational issues related to expanding the root zone. The resulting study explored various scenarios for root scaling and its impact on the system. An accompanying study provided a quantitative modeling of the root zone to explore scenarios relevant to the root scaling study. In a 2011 response to the Governmental Advisory Committee’s recommendations, the ICANN Board committed to reviewing the impacts of root zone scaling following delegation of new gTLDs.

On 20 November 2014, the RSSAC published RSSAC-002, RSSAC Advisory on Measurements of the Root Server System. RSSAC-002 identifies and recommends an initial set of parameters for monitoring a baseline of activity and trends in the root server system. The RSSAC recommendations came in response to the ICANN Board of Directors’ desire to detect and mitigate any adverse impacts the addition of new gTLDs may have to the root zone or the Internet’s use of a larger root zone file. The data collected according to RSSAC recommendations will be taken into consideration as one basis for evaluating the impact of the New gTLD Program on the security and stability of the root zone. 

The study will be provided and delivered to the ICANN Board of Directors and is also expected to inform the continued dialogue in the ICANN community on the goals and operation of the Program.  

ICANN has commissioned or its advisory committees have conducted various studies related to the impact of scaling the root zone. These include: 

· “Scaling the Root: Report on the Impact on the DNS Root System of Increasing the Size and Volatility of the Root Zone,” Root Scaling Study Team (http://www.icann.org/en/committees/dns-root/root-scaling-study-report-31aug09-en.pdf): This study produced qualitative and quantitative models of the root system that enable analysis of various root scaling scenarios. 
· “Root Scaling Study: Description of the DNS Root Scaling Model,” TNO (https://www.icann.org/en/system/files/files/root-scaling-model-description-29sep09-en.pdf): The study produced a quantitative model of the root system to analyze the way the root responds to the growth of the root zone, and changes to the root zone management process driven by the addition of new gTLDs and IDN TLDs, support for IPv6, and the deployment of DNSSEC in the root. 
· “Root Zone Augmentation and Impact Analysis,” DNS OARC (https://www.icann.org/en/system/files/files/root-zone-augementation-analysis-17sep09-en.pdf): The study explored how increased deployment of IPv6, DNSSEC, and the introduction of new gTLDs will affect the performance of and resource requirements for the root DNS server infrastructure. 
· “Delegation Rate Scenarios for new gTLDs,” ICANN (https://archive.icann.org/en/topics/new-gtlds/delegation-rate-scenarios-new-gtlds-06oct10-en.pdf): This ICANN study explored various delegation rate scenarios. 
· “Report of the Security and Stability Advisory Committee on Root Scaling,” SSAC (https://www.icann.org/en/system/files/files/sac-046-en.pdf): This report made five recommendations prior to launching new gTLDs; publicly document interactions between ICANN and root server operators; publish a joint statement from ICANN, National Telecommunications and Information Administration and VeriSign indicating readiness for the change; ICANN should publish expected and maximum root zone growth rates and solicit public feedback; ICANN should update its “Plan for Enhancing Internet Security, Stability and Resiliency;” and ICANN should commission and incent interdisciplinary studies of the security and stability implications of expanding the root zone. 






7. Scope of Work

The objective of this RFP is to identify one or more qualified firm(s) to conduct a technical study of the root zone system, anticipated to take place per the timeline provided below. 

The work methods are expected to include the following:
· Review of related studies done by other parties. 
· Construction of methodology and timeline. 
· Documentation of methods and work papers. 
· Examination of documentation, records and reports. 
· Collection of data from public and non-public sources.
· Interviews, as necessary.
· Execution of study – analysis of results. 
· Delivery of a draft report
· Delivery of a final report

Data sources are expected to include:
· Previous studies commissioned/published by ICANN.[footnoteRef:2] [2:  See steps referenced in Board rationale for new gTLD program, pages 79-86, https://www.icann.org/en/system/files/bm/rationale-board-approval-new-gtld-program-launch-20jun11-en.pdf ] 

· Data collected by the “L” and potentially other root servers.
· Root zone file information.
· Data provided by contracted parties in response to specific requests.
· Other published relevant information.
· In-house data and statistics available to ICANN.
· Reports made available from organizations that track DNS-related developments including those from the DNS operations, anti-abuse, and other communities.

Upon completion, the report will be published for public comment, and the provider will assist with presenting the findings, synthesizing responses, and addressing the comments received.

8. Process 

This will be the first analysis of the impact of the addition of significantly more TLDs to the root zone and root system.  As such, previous studies were largely based on hypothetical modeling exercises and projections.  With the addition of multiple new gTLDs, there is an opportunity for data-focused insight and analysis.  As this is a new type of study, ICANN is open to creative proposals from qualified firms in order to best capture the requisite data to approach and inform the question of how the New gTLD Program has affected the root server system which forms the basis for many other systems and services in the DNS/Internet. 

The study must, at a minimum, explore the parameters recommended by RSSAC:

· Latency in publishing available data
· The size of the overall root zone
· The number of queries
· The response type and size distribution
· The number of sources seen

In addition, other potential sources of information could include:
· Unanticipated changes in load characteristics of DNS-related systems
· Increases (or decreases) in the rate of DNS-related abuse reports and similar statistics
· Server related statistics including memory consumption, network bandwidth utilizations, CPU load, etc.

ICANN welcomes proposals with additional parameters that may be used. The root zone system is dynamic and will continue to evolve.   Proposals should include a description of how data will be obtained at points in time and over time to discern trends.


9. High Level Selection Criteria

The decision to select a provider as an outcome of this RFP will be based on, but not limited to, the following selection criteria:
	
1) Demonstrated understanding of the assignment
2) Knowledge and expertise
a. Demonstrated experience in conducting similar types of studies
b. Basic knowledge of ICANN functions
c. Deep technical knowledge of the DNS, root zone history, processes, protocols, and systems
d. Suitability of proposed CVs
e. Established relationships with relevant industry organizations and entities, e.g., root server operators
3) Proposed methodology
a. Work organization, project management approach, timelines
b. Suitability of tools and methods or work 
c. Clarity of deliverables
d. If applicable, methodology and project management approach of any partner firms. 
4) Flexible approach, including but not limited to:
a. Meeting the timeline by launching work by 10 August 2015 allowing for shifting definitions and incorporating community input
b. Providing minimal (or no) changes to the ICANN contract template
5) Commitment to working within ICANN’s multi-stakeholder model, including a demonstrated understanding of and commitment to ICANN’s requirements for transparency and accountability. 
6) Reference checks (see template in RFP packet); both for applicant and any partner firms
7) Financial value
8) Conflict of interest

10. High Level Business Requirements

In order to be considered, the providers must be able to demonstrate ability to meet the following business requirements:
1) Ability to provide a complete response based on ICANN specifications by the designated due date.
2) Availability to participate in finalist presentations via conference call/remote participation.
3) Ability to negotiate a professional services agreement using ICANN Contractor Consulting Agreement.
4) Ability to begin work on 10 August 2015 and complete it by 25 April 2017.
5) Conduct periodic status update calls, frequency to be determined.
6) Demonstrated ability to develop work methods, data gathering mechanisms and evaluation/assessment approaches as appropriate for the activity.
7) Ability to conduct thorough analysis from a global perspective, considering regional issues and taking into account inputs in multiple languages, where relevant.
8) Ability to conduct examination work using remote tools.
9) Ability to provide the following deliverables
a. Work plan and timeline.
b. Report to include methodology and approach, assessment of the specific objective and quantifiable criteria, basis for conclusions, recommendations, and consideration of public comments.
c. Deliver Draft Study Report by 10 May 2016.
d. Working session(s), as necessary, with ICANN or its designate(s) to discuss preliminary findings (via remote participation).
e. Final Study Report by 25 April 2017, based on responses to clarifying questions and comments from ICANN. Firm representatives may be asked to present findings to ICANN’s multi-stakeholder community.









11. Proposal components

Proposals should include the following components at a minimum, using the templates provided where applicable:
1. Signed Non-Disclosure Agreement (NDA)
2. Completed Business Requirements & Qualitative Questionnaire sections
3. Completed Pricing Workbook
4. Completed Customer References
5. Completed Sub-contractor Customer References (if applicable)
6. Signed Conflict of Interest Disclosure Form 
7. Signed Contractor Consulting Agreement, or a redlined version in case your firm is in disagreement with any part of it.
8. Additional attachments as requested in the qualitative questionnaire section.




12. Project Timeline

The following dates have been established as target milestones for this RFP. ICANN reserves the right to modify or change this timeline at any time as necessary.


	Activity
	Dates

	RFP published 
	5 June 2015

	Participants to indicate their intent to bid
	12 June 2015 by 23:59 UTC

	Participants submit any questions on the RFP to ICANN (use Excel Q&A template in RFP packet)
	12 June 2015 by 23:59 UTC

	ICANN responds to participant questions 
	19 June 2015

	Participant RFP proposals due by
	2 July 2015 by 23:59 UTC

	Preliminary evaluation of responses
	10 July 2015

	Target for participant presentations (finalists)
	Week of 13 July 2015

	Target for final evaluations and selection of vendor (includes Board approval of contract, contracting and award to participant)
	Weeks 20th and 27th  July 2015

	Estimated project start date
	10 August  2015

	Draft Report Due
	10 May 2016

	Public comment period
	1 June thru 11 July 2016

	Analysis & incorporation of public comments due
	25 July 2016

	Final Report
	25 April 2017


 


13. Terms and Conditions

[bookmark: _Toc387764645][bookmark: _Toc397499043]General Terms
1. Submission of a proposal shall constitute Respondent’s acknowledgment and acceptance of all the specifications, requirements and terms and conditions in this RFP.  
2. All costs of preparing and submitting its proposal, responding to or providing any other assistance to ICANN in connection with this RFP will be borne by the Respondent.
3. All submitted proposals including any supporting materials or documentation will become the property of ICANN. If Respondent’s proposal contains any proprietary information that should not be disclosed or used by ICANN other than for the purposes of evaluating the proposal that information should be marked with appropriate confidentiality markings.  ICANN may return the RFP to the Respondent in the event ICANN is unwilling to comply with a request for confidentiality of any portion of the response.
[bookmark: _Toc387764646][bookmark: _Toc397499044]
Discrepancies, Omissions and Additional Information
1. 
2. 
3. 
4. 
5. 
5.1. 
5.2. 
5.3. 
5.4. 
5.5. 
1. 
2. 
3. 
4. Respondent is responsible for examining this RFP and all addenda. Failure to do so will be at the sole risk of Respondent. Should Respondent find discrepancies, omissions, unclear or ambiguous intent or meaning, or should any question arise concerning this RFP, Respondent must notify ICANN immediately in writing via e-mail no later than three (3) days prior to the deadline for bid submissions. Should such issues remain unresolved by ICANN, in writing, prior to Respondent’s preparation of its proposal, they should be noted in Respondent’s proposal.
5. Oral statements made by ICANN’s employees, agents, and representatives concerning this RFP are not binding upon ICANN in its consideration of this RFP. If Respondent requires additional information, Respondent must request that the issuer of this RFP furnish such information in writing.
6. A Respondent’s proposal is presumed to represent its best efforts to respond to the RFP. Any significant inconsistency, if unexplained, raises a fundamental issue of the Respondent’s understanding of the nature and scope of the work required and of its ability to perform the contract as proposed and may be cause for rejection of the proposal. 
7. If necessary, supplemental information to this RFP will be published on ICANN’s announcement for the RFP or provided to the prospective Respondents receiving this RFP. All supplemental information issued by ICANN will form part of this RFP. ICANN is not responsible for any failure by prospective Respondents to receive supplemental information.
[bookmark: _Toc387764647][bookmark: _Toc397499045]
Assessment and Award
8. [bookmark: _Toc397499046]ICANN reserves the right, without penalty and at its discretion, to accept or reject any proposal, withdraw this RFP, make no award, to waive or permit the correction of any informality or irregularity and to disregard any non-conforming or conditional proposal.
9. ICANN may request a Respondent to provide further information or documentation to support Respondent’s proposal and its ability to provide the products and/or services contemplated by this RFP.
10. ICANN is not obliged to accept the lowest priced proposal. Price is only one of the determining factors for the successful award.
11. ICANN will assess proposals based on compliant responses to the requirements set out in this RFP, any further issued clarifications (if any) and consideration of any other issues or evidence relevant to the Respondent’s ability to successfully provide and implement the products and/or services contemplated by this RFP and in the best interests of ICANN.
12. ICANN reserves the right to enter into contractual negotiations and if necessary, modify any terms and conditions of a final contract with the Respondent whose proposal offers the best value to ICANN.
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